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INTELLIGENCE 

AFRICA
Johannesburg, South Africa

8th – 9th February 2022

The leading International Cyber Security event in Africa

CONFIRMED SPEAKERS
• Colonel Jesse Phillips, Director, J6, United States Africa Command (USAFRICOM)
• Kashifu Inuwa Abdullahi, Director-General, National Information Technology 

Development Agency (NITDA), Nigeria
• Carmen Corbin, Head of Counter Cybercrime Programming – Africa, United 

Nations Office on Drugs and Crime (UNODC)
• Ouanilo Jérôme Medegan, Director, National Systems Security Agency, Benin
• Dhamir Mannai, Head of National Cyber Security Strategy, Government of 

Tunisia
• Vladimir Aman, Head, Ivory Coast Computer Emergency Response Team (CI-

CERT)
• Aly Kande, Chief of Cybersecurity Division, National Police, Senegal
• Philip Irode, Head of Information Security and Cyber Security, ICT Agency, Kenya
• Arnold Mangeni, Director of Information Security, National Information 

Technology Authority (NITA), Uganda
• Songezo Mbambisa, Deputy Director, Cybercrime, City of Johannesburg, South 

Africa
• Victoria White, First Secretary Cyber for Southern Africa, British High 

Commission, Pretoria
• Omar Daas, Senior Cybercrime Officer, The African Union Mechanism for Police 

Cooperation (AFRIPOL) 
• Rennett Mbako Maphane, Security Architect and Technical Lead, Department of 

Information Technology, Ministry of Transport and Communications, Botswana
• David Roberts, Economic Officer (Transportation, ICT and Cyber), U.S. Embassy, 

Pretoria
• Renier van Heeren, Cyber Security Team Lead, South African National Research 

Network (SANReN)
• Professor Basie von Solms, Director, Centre for Cyber Security, University of 

Johannesburg, South Africa
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LOCATION

HILTON SANDTON HOTEL
138 Rivonia Road, Sandton 2196, South Africa
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EVENT 

PROGRAMME DAY 1
08.30 Registration and Networking

09.00 CHAIRMAN’S OPENING REMARKS
Martyn Hill, Managing Director, Intelligence-Sec

NATIONAL CYBER SECURITY STRATEGIES AND POLICIES

09.10 SOUTH AFRICA CYBER SECURITY OVERVIEW AND 
ROADMAP
• Overview of the cyber operations at the Ministry of 

Communications and Digital Technologies
• Government cyber security strategy
• Current cyber capabilities 
• Cyber Security strategy roadmap
Invited: Dr. Kiru Pillay, Chief Director, Cyber Security Operations, 
Ministry of Communications and Digital Technologies, South Africa 

09.40 PROTECTING SOUTH AFRICA’S CRITICAL 
INFRASTRUCTURES
• Overview of SANReN operations 
• Creating a strong cyberinfrastructure to assist the government in 

protecting critical computer systems
• Educating the public on cyber security and cybercrimes
• Lessons learnt and what next?
Renier van Heeren, Cyber Security Team Lead, South African 
National Research Network (SANReN)

10.10 Networking Coffee Break

10.40 NIGERIAN CYBER SECURITY POLICIES
• Current cyber security strategy implemented in Nigeria
• Developments being made to the policy
• Cyber security threats faced in Nigeria
• What is next?
Lawan Mohammed, Ag. Director, Cyber Security Department, 
National Information Technology Development Agency (NITDA), 
Nigeria

11.10 RESECURITY PRESENTATION
Selene Giupponi, Managing Director, Resecurity

11.40 NATIONAL CYBER SECURITY STRATEGY – TUNISIA
• Overview of the cyber security roadmap in Tunisia
• Current cyber security capabilities and infrastructure
• Tunisia’s current cyber security strategy 
• Challenges faced
• Cyber threats faced in Tunisia
Dhamir Mannai, Head of National Cyber Security Strategy, 
Government of Tunisia

12.10 Networking Lunch Break

13.10 CREATING BOTSWANA’S CYBER SECURITY STRATEGY
• Overview of the role the Ministry of Transport and 

Communications in creating a cyber security strategy
• Cyber security capabilities in Botswana
• Educating civilians on cyber security issues
• Roadmap for Botswana cyber security strategy
Rennett Mbako Maphane, Security Architect and Technical Lead, 
Department of Information Technology, Ministry of Transport and 
Communications, Botswana

13.40 KENYA CIRT OVERVIEW – CYBER SECURITY INCIDENTS
• Overview of Kenya
• Case studies of recent cyber incidents faced
• Vulnerabilities in Kenyan cyber defence
• What is needed next for Kenya’s cyber security aims
Philip Irode, Head of Information Security and Cyber Security, ICT 
Agency, Kenya

14.10 Networking Coffee Break

14.40 CURRENT CYBER VULNERABILITIES ACROSS UGANDA
• Overview of Uganda cyber response procedures
• Current vulnerabilities in Ugandan cyber defence
• Case studies of recent cyber attacks
• Lessons learnt
Arnold Mangeni, Director of Information Security, National 
Information Technology Authority (NITA), Uganda

15.10 CYBER SECURITY IN BENIN AND CURRENT DEVELOPMENTS
• Overview of Benin’s cyber security policies
• Current developments being made
• Training advances
• What is next?
Ouanilo Jérôme Medegan, Director, National Systems Security 
Agency, Benin

15.40 CHAIRMAN’S CLOSING REMARKS
Martyn Hill, Managing Director, Intelligence-Sec
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EVENT 

PROGRAMME DAY 2
08.30 Registration and Networking

09.00 CHAIRMAN’S OPENING REMARKS
Martyn Hill, Managing Director, Intelligence-Sec

INTENRATIONAL SUPPORT AND COOPERATION IN FIGHTING 
CYBERCRIMES

09.10 U.S. SUPPORT ACROSS AFRICA IN COMBATING 
CYBERCRIMES
• Fight against cybercrimes in Africa
• Current support provided by the USAFRICOM
• Focus areas of support in the coming years
Colonel Jesse Phillips, Director, J6, United States Africa Command 
(USAFRICOM)

09.40 U.S. CYBER SECURITY STRATEGY 
• Current U.S. cyber operations in Africa
• Cyber security strategy 
• Cooperation in identifying cyber-threats to government and 

military infrastructures
• What is needed next?
David Roberts, Economic Officer (Transportation, ICT and Cyber), U.S. 
Embassy, Pretoria

10.10 Networking Coffee Break

10.40 UK CYBER STRATEGY AND IMPLICATIONS FOR SOUTH 
AFRICA
• Overview of the UK’s new cyber strategy
• How the new strategy implicates South Africa
• Current cyber security support the UK provides to Africa
Victoria White, First Secretary Cyber for Southern Africa, British High 
Commission, Pretoria

11.10 UNITED NATIONS AFRICA CYBERCRIME SUPPORT
• Overview of the how the UN combats cybercrimes across Africa
• Support provided by the UN to African nations
• Current programs in place
• Roadmap for the next few years
Carmen Corbin, Head of Counter Cybercrime Programming – Africa, 
United Nations Office on Drugs and Crime (UNODC)

11.40 STRATEGY DEVELOPMENT TO COMBAT TRANSNATIONAL 
CYBERCRIMES
• Current cybercrimes being seen across Africa
• Cooperation between African Police Forces to help fight 

cybercrimes
• Plan for the next few years
Omar Daas, Senior Cybercrime Officer, The African Union 
Mechanism for Police Cooperation (AFRIPOL) 

12.10 Networking Lunch Break

13.10 CURRENT CYBERCRIMES FACED IN JOHANNESBURG
• Overview of how the local government responds to a cybercrime
• Current cybercrimes faced in the city of Johannesburg
• Detection of cybercrimes
• Cooperation with government agencies
Songezo Mbambisa, Deputy Director, Cybercrime, City of 
Johannesburg, South Africa

13.40 COMBATING CYBERCRIMES ACROSS SENEGAL
• Review of the cybercrimes faced 
• How the National Police  responds to cybercrimes
• Case studies of recent cybercrimes faced
• Lessons learnt
Aly Kande, Chief of Cybersecurity Division, National Police, Senegal

14.10 Networking Coffee Break

14.40 IVORY COAST CERT CAPABILITIES
• Current cyber threats witnessed by CI-CERT
• Case studies of recent threats and response
• Current capabilities of CI-CERT
• Lessons learnt
Vladimir Aman, Head, Ivory Coast Computer Emergency Response 
Team (CI-CERT)

15.10 OPERATIONALIZING CYBER COUNTERINTELLIGENCE IN 
SOUTH AFRICA
• A brief overview of Cyber Counterintelligence
• Why do we need Cyber Counterintelligence in SA?
• Why do we need a special approach for Cyber 

Counterintelligence in SA?
• How can we operationalize Cyber Counterintelligence in SA?
Professor Basie von Solms, Director, Centre for Cyber Security, 
University of Johannesburg, South Africa

15.40 CHAIRMAN’S CLOSING REMARKS
Martyn Hill, Managing Director, Intelligence-Sec
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SPONSORS & EXHIBITORS

Resecurity Inc., a California-based cybersecurity company, focused on next-generation 
endpoint protection and intelligence-driven solutions. Resecurity combines robust 
protection stack to identify security anomalies with investigation and remediation 
capabilities. The flagman products are EPP™ (Endpoint Protection Platform), Risk™ (SaaS 
for Digital Risk Monitoring) and Context™ (Cyber Threat Intelligence Platform). The 
company also provides vCISO and security research services to leading Fortune 500 
corporations and governments worldwide. 



DELEGATE DETAILS:
Please complete your details below.

Title/Rank:

First Name:

Surname:

Job Title:

Company:

Tel:

Fax:

Email:

Address:

Signature:

Date:

VENUE & ACCOMMODATION

Hotel Name: Hilton Sandton Hotel, 138

Rivonia Road, Sandton 2196, Johannesburg, 

South Africa

Please tick here if you would us to contact 

you to book your accommodation ☐

TERMS AND CONDITIONS

Payments - All bookings made prior to the conference must be paid in full to guarantee registration.
Once payment has been received, an email confirmation and a receipted invoice will be sent. If
payment is not made at the time of booking, registration will be provisional. Bookings received less
than two weeks before the conference date can only be paid by credit card.
Early Bird Rate - In order to qualify for any 'early bird' rates, booking must be received before the
deadline date listed in the conference marketing material.
Substitutions & Cancellations - Delegates may nominate an alternative person from their organisation
to attend up to 24 hours prior to the start of the event, at no extra charge. Should substitution not be
possible, cancellation charges apply as follows: 8 weeks or more prior to start of event: 10% of the
delegate fee , 4 to 8 weeks prior to start of event: 50% of the delegate fee , 4 weeks or less prior to
start of event: 100% of the delegate fee. All substitutions and cancellations must be received in writing
Access Requirements - Delegates should advise of any special access requirements at the time of
registration.
Registration Information - Registration information will be sent to registered delegates by email at least
seven days prior to the event. Any delegate not receiving the registration information should contact
us by email to events@intelligence-sec.com
Alterations to Programme - Cancellation/Postponement of Event - Intelligence-Sec reserves the right to
make alterations to the conference programme, venue and timings.
In the unlikely event of the programme being cancelled by Intelligence-Sec, a full refund will be
made. Liability will be limited to the amount of the fee paid by the delegate. In the event of it being
found necessary, for whatever reason, that the conference is being postponed or the dates being
changed, the organisers shall not be liable for any expenditure, damage or loss incurred by the
delegate. If by re-arrangement or postponement the event can take place, the booking between the
delegate and the organisers shall remain in force and will be subject to the cancellation schedule in
paragraph 3
Speakers - Views expressed by speakers are their own. Intelligence-Sec cannot accept liability for advice
given, or views expressed, by any speaker at the conference or in any material provided to delegates.
Photography & Filming - For promotional purposes, there may be a professional photographer and
video production taking place during the conference. Delegates who do not wish to be filmed or
recorded should advise the organisers by email to events@intelligence-sec.com prior to the event.
Data Protection - By submitting registration details, delegates agree to allow Intelligence-Sec and
companies associated with the conference to contact them regarding their services. Delegates who do
not wish to receive such communications please email events@intelligence-sec.com. The contact
details of registered delegates will be placed on the attendee list which will be passed to sponsoring
companies and to all attendees for them to see who is at the conference for the purpose of networking
and meetings. Delegates who do not wish to be included on this list should advise at the time of
booking.
Websites & Links - The conference and associated Intelligence-Sec websites may link to other websites
and networking tools provided for the convenience of the users. The contents of these websites are
maintained by their owners, for which Intelligence-Sec takes no responsibility. Neither can
responsibility be taken for contents of any website linking to this website.
Insurance - It is the responsibility of the delegate to arrange appropriate insurance cover in connection
with their attendance at the conference. Intelligence-Sec cannot be held liable for any loss, liability or
damage to personal property. If you have any questions about these Terms & Conditions, please
contact – events@intelligence-sec.com

PAYMENT DETAILS:

Please complete your details below.

☐ Wire Transfer:
Barclays, 16 High Street North, Dunstable, Bedfordshire, LU6 1JZ, United Kingdom
Sort Code: 20 55 33 Account Number: 53554104

☐ PayPal

We will send you a PayPal Request for you to make payment with your credit card. 

You do not need a PayPal Account to make payment this way.

ADDITIONAL NOTES

DELEGATE BOOKING FORM

CYBER INTELLIGENCE AFRICA 2021
8th – 9th February 2022, Johannesburg, South Africa

Please 
Tick

Military/Govt. 
Public Sector Rate

Early Bird 
Price (book 
before 31st

Aug 2021)

Standard 
Price

Two Day Conference & 

Exhibition 
R 7,250 R 9,000

For more information visit – www.intelligence-sec.com

DATA PROTECTION

Please tick the box below if you are happy 
for us to share your email address with the 
event sponsors and exhibitors post event.
I am happy for you to share my email 
address with the sponsors/exhibitors ☐

Please 
Tick

Private Sector Rate Early Bird 
Price (book 
before 31st

Aug 2021)

Standard 
Price

Two Day Conference & 

Exhibition 
R 14,500 R 18,000 
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