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Confirmed Speakers

 ■ Detective Superintendent Pat Ryan, Director, Garda National Cyber Crime Bureau
 ■ Brigadier General Arnold Staudacher, Head, CIS & Cyber Planning Division, Ministry of 

Defence, Austria
 ■ Peter Hogan, Principal Officer, Cyber Security and Internet Policy Division, Department of 

Environment, Climate and Communications, Ireland
 ■ Gudmundur Sigmundsson, Director, Computer Emergency Response Team (CERT-IS), 

Iceland
 ■ Daniel Markic, Director, Security and Intelligence Agency, Croatia
 ■ Goncalo Ribeiro, Head of Team Cyber Intelligence, Europol
 ■ Detective Sergeant Mike Fishlock, Head of Investigators – Cyber Crime Branch, Met Police, 

United Kingdom
 ■ Francisco Lago Garcia, Expert, National Cybersecurity Institute (INCIBE), Spain
 ■ Maria Manuela Catrina, Deputy Director, National Cyber Security Directorate, Romania
 ■ Eirik Tronnes Hansen, Prosecutor, Cybercrime Section, National Criminal Investigation 

Service, Norway
 ■ Christian Liflander, Cyber Security Policy Advisor, NATO
 ■ Jane Woodcock, Head of Group Resilience, AIB
 ■ Blerim Krasniqi, Head of IT Forensics, Kosovo Agency of Forensics
 ■ Alexandru Caciuloiu, Deputy Head of Training and Research Unit and Head of CEPOL 

Cybercrime Academy, European Union Agency for Law Enforcement Training (CEPOL)
 ■ Commander Davide Giovannelli, Researcher. Law Branch, CCDCOE
 ■ Professor Roberto Mugavero, President, OSDIFE

FOR MORE INFORMATION ON HOW TO BOOK 
YOUR PLACE CONTACT US AT:

Web: www.intelligence-sec.com I Email: events@intelligence-sec.com I Tel: +44(0)1582 346706 

Sponsored by

http://www.intelligence-sec.com
mailto: events@intelligence-sec.com
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Pre-event Workshop – Tuesday 5th March 2024, 13.00-17.00

WORKSHOP OVERVIEW
The immersive half-day Pre-Event Workshop is designed to immerse participants in the 
realm of information gathering and Open-Source Intelligence, enhancing their cyber 
intelligence capabilities. This hands-on workshop will delve into Intelligence and OSINT 
techniques, tools, and strategies, providing practical insights to extract valuable information 
from publicly available sources. Attendees will have a unique opportunity to refine their 
expertise, gaining the essential tools and strategies to stay ahead in the dynamic landscape 
of cyber intelligence.

HOSTED BY:
Professor Roberto Mugavero, President, OSDIFE

AGENDA:
13:00 - 13:15:  Registration and Welcome

 ■ Welcome and introduction to the Workshop

13:15 - 14:00:  Overview of Cyber Intelligence and OSINT
 ■ Understanding the landscape of Intelligence
 ■ Intelligence Techniques and Tools 

14:00 - 15:00:  Introduction to Open-Source Intelligence (OSINT)
 ■ Practical insights into information gathering
 ■ Exploration of key OSINT tools and techniques

15:00 - 15:30:  Networking Break
15:30 - 16:30:  Intelligence Strategies for Cyber Threats

 ■ Strategies to extract valuable information
 ■ Real-world applications of Intelligence and OSINT

16:30 - 17:00:  Q&A and Closing Remarks
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Conference Day One – Wednesday 6th March 2024

08.30 REGISTRATION AND NETWORKING

09.00 CHAIRMAN’S OPENING REMARKS
Professor Roberto Mugavero, President, OSDIFE

IRISH NATIONAL CYBER SECURITY OVERVIEW AND UPDATE

09.10 OVERVIEW OF IRELAND’S CYBER SECURITY STRATEGY
 ■ Current Cyber Security Plan and Roadmap to 2025
 ■ Developments in cyber security capabilities
 ■ Agencies that are involved in shaping the national cyber 

security strategy
Peter Hogan, Principal Officer, Cyber Security and Internet 
Policy Division, Department of Environment, Climate and 
Communications, Ireland
 

 
09.50 HOW TO CREATE SUCCESSFUL MALWARE AND HOW TO  
 DEFEND WITH ZERO TRUST

 ■ A world where anyone can create successful malware or 
have AI generate it for them, it is important to know how 
malware can be successful so you can better defend. 
Starting from a default-deny posture, learn how adopting 
Zero Trust principles can keep your data safe and 
operations running regardless of hacking attempts by 
man or machine.

Cristiano Guerrieri, Solutions Engineer, ThreatLocker

10.30 NETWORKING COFFEE BREAK

11.00 CURRENT RESEARCH AND INVESTIGATIONS IN  
 CYBERCRIME TRENDS AND THREATS

 ■ Review of UCD Centre for Cybersecurity and Cybercrime 
Investigation

 ■ Current research being conducted in cybercrimes
 ■ New cyber threats and trends
 ■ Cooperation with Irish government agencies

Gerry Buttner, Senior Cybersecurity and Cybercrime Analyst, 
Centre for Cybersecurity and Cybercrime Investigation, 
University College of Dublin, Ireland

NATIONAL CYBER SECURITY STRATEGIES AND PROTECTING 
CRITICAL INFRASTRUCTURES

11.40 SPAIN CYBERSECURITY MODEL AND INCIBE-CERT  
 OVERVIEW

 ■ Overview of Spain´s CyberSecurity Governance model
 ■ INCIBE-CERT: the Spanish CSIRT for citizens and private 

companies
 ■ Services and activities for critical and essential operators 

and other Strategic companies
Francisco Lago Garcia, Head of Area, National Cybersecurity 
Institute (INCIBE), Spain

12.20 NETWORKING LUNCH BREAK SPONSORED BY:

 

13.20 CREATING ICELAND’S CYBER SECURITY PLAN AND  
 BUILDING RESILIENCE

 ■ The development of cyber security strategy in Iceland
 ■ Current cyber threats faced
 ■ Creating cyber awareness to civilians 
 ■ What is happening in the next few years?

Gudmundur Sigmundsson, Director, Computer Emergency 
Response Team (CERT-IS), Iceland

14.00 ROMANIAN CYBER SECURITY RESILIENCE AND POLICIES
 ■ Current cyber security policies in Romania
 ■ New cyber threats across Romania
 ■ Developments and Roadmap

Maria Manuela Catrina, Deputy Director, National Cyber 
Security Directorate, Romania

14.40 NETWORKING COFFEE BREAK

15.10 CROATIAN CYBER SECURITY OVERIVIEW
 ■ Current cyber security situation across Croatia
 ■ Current capabilities of the Security and Intelligence 

Agency
 ■ Cooperation with other national agencies in securing 

infrastructures
Daniel Markic, Director, Security and Intelligence Agency, 
Croatia

15.50 PORTUGUESE CYBER SECURITY STRATEGY
 ■ Current cyber security strategy in Portugal
 ■ Current cyber challenges being seen
 ■ Overview of new cyber security threats being seen 

Invited: Lino Santos, Head, Centre of National Cyber Security, 
Portugal (CNCS)

16.30 CHAIRMAN’S CLOSING REMARKS
Professor Roberto Mugavero, President, OSDIFE
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Conference Day Two – Thursday 7th March 2024

08.30 REGISTRATION AND NETWORKING

09.00 CHAIRMAN’S OPENING REMARKS
Professor Roberto Mugavero, President, OSDIFE

CYBER DEFENCE

09.10 IRISH CYBER DEFENCE – CURRENT CAPACITY
 ■ Overview of Irish cyber defence capabilities
 ■ Cooperating with civil agencies to combat cybercrimes
 ■ Protecting critical defence infrastructures from cyber 

threats
Colonel Mark Staunton, Irish Defence Force

09.50 CYBER DEFENCE – AUSTRIAN PERSPECTIVE
 ■ How the Austrian Ministry of Defence protects critical 

infrastructures
 ■ Current cyber defence capabilities
 ■ Developments in cyber defence capacity

Brigadier General Arnold Staudacher, Head, CIS & Cyber 
Planning Division, Ministry of Defence, Austria

10.30 NETWORKING COFFEE BREAK

COMBATING CYBERCRIMES ACROSS EUROPE

11.00 COMBATING CYBERCRIMES ACROSS IRELAND
 ■ Overview of the National Cyber Crime Bureau
 ■ Current response to cybercrimes
 ■ Lessons learnt and new developments to response

Detective Superintendent Pat Ryan, Director, Garda National 
Cyber Crime Bureau

11.40 NORWEGIAN RESPONSE TO ENCROCHAT INVESTIGATION
 ■ Overview of the case
 ■ Norwegian’s response to the cybercrime
 ■ Cooperation with other European agencies

Eirik Tronnes Hansen, Prosecutor, Cybercrime Section, 
National Criminal Investigation Service, Norway

12.20 NETWORKING LUNCH BREAK

13.20 TRAINING TO ASSIST IDENTIFYING CYBERCRIMES
 ■ CEPOL training on combating cybercrime
 ■ Building strong capabilities in cybercrime response
 ■ Future trends in cybercrime

Alexandru Caciuloiu, Deputy Head of Training and Research 
Unit and Head of CEPOL Cybercrime Academy, European 
Union Agency for Law Enforcement Training (CEPOL)

CYBER THREAT INTELLIGENCE, DETECTION AND LAW

14.00 EUROPOL CYBER INTELLIGENCE AND COOPERATION
 ■ Overview of the Cyber Intelligence Division of Europol
 ■ Monitoring cyber criminals through intelligence
 ■ Cooperation in capturing cyber criminals

Goncalo Ribeiro, Head of Team Cyber Intelligence, Europol

14.40 NETWORKING COFFEE BREAK

15.10 CAPTURING CRIMINALS ON THE DARK WEB
 ■ How the Met Police detect criminals on the dark web
 ■ Use of intelligence and reactive investigation
 ■ Bringing the criminals to justice

Detective Sergeant Mike Fishlock, Head of Investigators – 
Cyber Crime Branch, Met Police, United Kingdom

15.50 CYBER OPERATIONS LEGAL FRAMEWORK: MILITARY 
OPERATIONS VS. INTELLIGENCE OPERATIONS

 ■ Understanding the difference between cyber operations 
involving force and below force threshold 

 ■ Cyber operations mirror law on intelligence operations
 ■ Examples of reasons to adopt a regulation on military 

cyber operations
Commander Davide Giovannelli, Researcher. Law Branch, 
CCDCOE

16.30 CHAIRMAN’S CLOSING REMARKS
Professor Roberto Mugavero, President, OSDIFE
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Sponsors & Exhibitors

EclecticIQ is a global provider of threat intelligence technology and services.  
The most targeted organizations in the world – including governments and large enterprises – 
use our platform to automate intelligence management at scale and accelerate collaboration 
across security teams. 
With our open and extensible cybersecurity platform and ecosystem, they are able to stay 
ahead of rapidly evolving threats and outmaneuver adversaries by embedding Intelligence at 
the core™ of their cyberdefenses. 
Founded in 2014, EclecticIQ is a leading European cybersecurity vendor operating worldwide 
with teams across Europe, the UK, and North America, and via value-add partners. More info: 
www.eclecticiq.com 

Stop ransomware! ThreatLocker® improves enterprise-level server and endpoint security with 
zero trust controls, including Allowlisting, Ringfencing™, Elevation, Storage, Network Control, 
Configuration Management, and Operational Alert solutions.

We are Detego Global, the British company behind award-winning Digital Forensics, Case 
Management and Endpoint Monitoring tools that are trusted by the military, law enforcement 
teams, intelligence agencies and enterprises around the world.
Our solutions enable investigators to prevent serious crimes ranging from fraud and child 
abuse to human trafficking and terrorism. Experience our tools firsthand at Cyber Intelligence 
Europe and learn how we can help you eliminate investigation backlogs and deliver justice 
faster.
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Delegate Booking Form

Military / 
Government, 
Public Sector 
Rate

Complete the form below or

Private 
Sector 
Rate

Two Day Conference & Exhibition

Two Day Conference & Exhibition

Standard Price Please tick

Delegate Details

Data Protection

Terms & Conditions

Venue & Accomodation Payment Details Additional Notes

700 EUR

1400 EUR

Title/Rank: Tel: 

First Name: Fax: 

Surname: Email: 

Job Title:

Company:

Address:

Signature: Date:

Please tick the box below if you 
are happy for us to share your 
email address with the event 
sponsors and exhibitors post 
event.
I am happy for you to share my 
email address with  
the sponsors/exhibitors 

Payments - All bookings made prior to the conference must be 
paid in full to guarantee registration. Once payment has been 
received, an email confirmation and a receipted invoice will be 
sent. If payment is not made at the time of booking, registration 
will be provisional. Bookings received less than two weeks 
before the conference date can only be paid by credit card.

Early Bird Rate - In order to qualify for any ‘early bird’ rates, 
booking must be received before the deadline date listed in 
the conference marketing material.

Substitutions & Cancellations - Delegates may nominate an 
alternative person from their organisation to attend up to 24 
hours prior to the start of the event, at no extra charge. Should 
substitution not be possible, cancellation charges apply as 
follows:    8 weeks or more prior to start of event: 10% of the 
delegate fee , 4 to 8 weeks prior to start of event: 50% of the 
delegate fee , 4 weeks or less prior to start of event: 100% of 
the delegate fee. All substitutions and cancellations must be 
received in writing

Access Requirements - Delegates should advise of any special 
access requirements at the time of registration. Registration 
Information - Registration information will be sent to 
registered delegates by email at least seven days prior to the 
event. Any delegate not receiving the registration information 
should contact us by email to events@intelligence-sec.com

Alterations to Programme - Cancellation/Postponement of 
Event - Intelligence-Sec reserves the right to make alterations 
to the conference programme, venue and timings.

In the unlikely event of the programme being cancelled by 
Intelligence-Sec, a full refund will be made. Liability will be 
limited to the amount of the fee paid by the delegate. In 
the event of it being found necessary, for whatever reason, 
that the conference is being postponed or the dates being 
changed, the organisers shall not be liable for any expenditure, 
damage or loss incurred by the delegate. If by re-arrangement 
or postponement the event can take place, the booking 
between the delegate and the organisers shall remain in force 
and will be subject to the cancellation schedule in paragraph 3

Speakers - Views expressed by speakers are their own. 
Intelligence-Sec cannot accept liability for advice given, or 
views expressed, by any speaker at the conference or in any 
material provided to delegates.

Photography & Filming - For promotional purposes, there 
may be a professional photographer and video production 
taking place during the conference. Delegates who do not wish 
to be filmed or recorded should advise the organisers by email 
to events@intelligence-sec.com prior to the event.

Data Protection - By submitting registration details, delegates 
agree to allow Intelligence-Sec and companies associated 

with the conference to contact them regarding their services. 
Delegates who do not wish to receive such communications 
please email events@intelligence-sec.com. The contact details 
of registered delegates will be placed on the attendee list 
which will be passed to sponsoring companies and to all 
attendees for them to see who is at the conference for the 
purpose of networking and meetings. Delegates who do not 
wish to be included on this list should advise at the time of 
booking.

Websites & Links - The conference and associated 
Intelligence-Sec websites may link to other websites and 
networking tools provided for the convenience of the users. 
The contents of these websites are maintained by their 
owners, for which Intelligence-Sec takes no responsibility. 
Neither can responsibility be taken for contents of any website 
linking to this website.

Insurance - It is the responsibility of the delegate to arrange 
appropriate insurance cover in connection with their 
attendance at the conference. Intelligence-Sec cannot be held 
liable for any loss, liability or damage to personal property. 

If you have any questions about these Terms & Conditions, 
please contact – events@intelligence-sec.com

Ashling Hotel
Parkgate Street, Dublin 8
D08 P38N, Ireland   

Reservations: Ciara Barry cbarry@
ashlinghotel.ie. Cost is 189 EUR 
incl of breakfast and taxes. Quote 
“IntelligenceSec” when booking.

Wire Transfer:
Barclays, 16  High Street North,   
Dunstable, Bedfordshire,  
LU6  1JZ, UK 
Sort Code: 20 55 33  
Account Number: 53554104 
Debit/Credit Card Book Online

BOOK ONLINE

Workshop

Workshop

Conference, Exhibition and Workshop

Conference, Exhibition and Workshop

100 EUR

200 EUR

800 EUR

1600 EUR

mailto: Ciara Barry cbarry@ashlinghotel.ie
mailto: Ciara Barry cbarry@ashlinghotel.ie
https://www.tickettailor.com/events/intelligencesec/973229
https://www.tickettailor.com/events/intelligencesec/973229
https://www.tickettailor.com/events/intelligencesec/775869
https://www.tickettailor.com/events/intelligencesec/775869
https://www.tickettailor.com/events/intelligencesec/775869

