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Confirmed Speakers

	■ George Tardio, Chief, Philippine Computer Emergency Response Team (CERT-PH)
	■ Dr. Rana Shahzad, Director-General, Ministry of Information Science and Technology, 

Pakistan
	■ Major General Teerawut Wittayakorn, Deputy Secretary-General, National Cyber Security 

Agency (NCSA), Thailand
	■ Joey Fontiveros, Commanding Officer, Cyber Battalion, Philippine Army
	■ Slamet Aji Pamungkas, Director of Cybersecurity and Cryptography on the Economic 

Sector, State Cyber and Cryptography Agency (BSSN), Indonesia
	■ Pei Ling Lee, Head, Cyber Strategy and Capabilities Development, Interpol
	■ Budi Rahardjo, President, Indonesia Computer Emergency Response Team (ID-CERT)
	■ Dr. Bakri Zainal Abidin, Director for Police Services, ASEANAPOL
	■ Ebenezer Godomon, Head of Cyber Security, Sabah State Computer Services Department
	■ Chalee Vorakulpipat, Head of Cybersecurity Laboratory, National Electronics and 

Computer Technology Center (NECTEC), Thailand
	■ Jemesa Lave Robarobalevu, Digital Forensics and Cybercrimes Advisor, National Police 

Department, Fiji
	■ Mohammad Zaharudin, Specialist, Cyber Security Responsive Services, CyberSecurity 

Malaysia
	■ Vongvilai Inthasand, Specialist, Lao Computer Emergency Response Team (LaoCERT)
	■ Mary Joy Abueg, President, National ICT Confederation of the Philippines

FOR MORE INFORMATION ON HOW TO BOOK 
YOUR PLACE CONTACT US AT:

WEB: WWW.INTELLIGENCE-SEC.COM I EMAIL: EVENTS@INTELLIGENCE-SEC.COM I TEL: +44(0)1582 346706 

http://www.intelligence-sec.com
mailto: events@intelligence-sec.com
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Conference Day One – Wednesday 29th November 2023

08.30	 REGISTRATION AND NETWORKING

09.00	 CHAIRMAN’S OPENING REMARKS
Budi Rahardjo, President, Indonesia Computer Emergency 
Response Team (ID-CERT)

NATIONAL CYBER SECURITY POLICIES AND STRATEGIES

09.10	 PHILIPPINE NATIONAL CYBER SECURITY PLAN
	■ Overview of the current cyber security plan
	■ National cyber security strategy and roadmap
	■ Agency cooperation in securing national infrastructure

Invited: Genalyn Macalinao, Policy Lead, Cyber Security Bureau, 
Department of Information and Communications Technology (DICT), 
Philippines

09.50	 INTELLIGENCE AND DETECTION OF CYBER THREATS IN  
	 THE PHILIPPINES

	■ Overview of the Cybercrime Investigation and Coordinating 
Center

	■ Current threat intelligence systems used to detect cyber threats
	■ International cooperation 

Invited: Mary Rose E. Magsaysay, CICSO, Deputy Executive 
Director, Cybercrime Investigation and Coordinating Center (CICC), 
Philippines

10.30	 NETWORKING COFFEE BREAK

11.00	 THAILAND’S CYBER SECURITY STRATEGY
	■ Overview of cyber security in Thailand
	■ Role the NCSA plays in protecting critical infrastructures
	■ Cyber security policy and strategy for the coming years

Major General Teerawut Wittayakorn, Deputy Secretary-General, 
National Cyber Security Agency

11.40	 MALAYSIA CYBER SECURITY STRATEGY AND TRAINING
	■ Overview of Malaysia cyber security strategy
	■ Cooperation with national agencies
	■ Cyber security training and awareness 
	■ Cyber security roadmap

Mohammad Zaharudin, Specialist, Cyber Security Responsive 
Services, CyberSecurity Malaysia

12.20	 NETWORKING LUNCH BREAK

13.20	 CYBER SECURITY STRATEGY OF INDONESIA
	■ Overview of cyber security in Indonesia
	■ Current government strategy in place for cyber security
	■ Cyber security structure within Indonesia

Slamet Aji Pamungkas, Director of Cybersecurity and Cryptography 
on the Economic Sector, State Cyber and Cryptography Agency 
(BSSN), Indonesia

CYBER DEFENCE

14.00	 PHILIPPINE ARMY – CYBER CAPABILITIES
	■ Overview of the Philippine Army Cyber Division
	■ Cyber Defence capabilities to protect infrastructures
	■ Cyber-attacks faced and response
	■ Lessons learnt and developments in the coming years

Joey Fontiveros, Commanding Officer, Cyber Battalion, Philippine 
Army

14.40	 MALAYSIAN CYBER DEFENCE CAPABILITIES
	■ Current cyber defence capacity at the Malaysian Ministry of 

Defence
	■ Recent cyber threats faced to the Malaysian Armed Forces
	■ Developments being made to cyber defense

Invited: Mohd Irwan Basiron, Chief of Defensive Squadron, Ministry 
of Defence, Malaysia

15.20	 NETWORKING COFFEE BREAK

CYBER THREAT INTELLIGENCE, DETECTION  
AND COOPERATION

15.50	 PAKISTAN CYBER INTELLIGENCE
	■ Current Pakistan Threat Intelligence capabilities
	■ Cyber threats faced to government infrastructures
	■ Cooperation of national agencies in response to a cyber-attack
	■ Current research being conducted to strengthen cyber 

intelligence capacity
Dr. Rana Shahzad, Director-General, Ministry of Information Science 
and Technology, Pakistan

16.30	 PHILIPPINE COOPERATION TO COMBAT CYBER-THREATS
	■ The role of the NICP
	■ Importance of sharing intelligence and information regarding 

cyber breaches and threats
	■ Cooperation between national States 

Mary Joy Abueg, President, National ICT Confederation of the 
Philippines

17.10	 CHAIRMAN’S CLOSING REMARKS
Budi Rahardjo, President, Indonesia Computer Emergency 
Response Team (ID-CERT)
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Conference Day Two – Thursday 30th November 2023

08.30	 REGISTRATION AND NETWORKING

09.00	 CHAIRMAN’S OPENING REMARKS
Budi Rahardjo, President, Indonesia Computer Emergency 
Response Team (ID-CERT)

REGIONAL CERT OVERVIEWS

09.10	 PHILIPPINE CYBER-THREAT RESPONSE
	■ Overview of CERT-PH
	■ Current response to a cyber-attack
	■ Cooperation with national agencies
	■ Case studies of recent cyber-attacks and response

George Tardio, Chief, Philippine Computer Emergency Response 
Team (CERT-PH)

09.50	 RECENT CYBER-ATTACKS IN INDONESIA –  
	 LESSONS LEARNT 

Overview of ID-CERT
Recent cyber-attacks faced in Indonesia
ID-CERT response and lessons learnt
Budi Rahardjo, President, Indonesia Computer Emergency 
Response Team (ID-CERT)

10.30	 NETWORKING COFFEE BREAK

11.00	 LAO CERT OVERVIEW
	■ Current operations of LaoCERT
	■ Response to a cyber-attack
	■ Developments in cyber capabilities of LaoCERT

Vongvilai Inthasand, Specialist, Lao Computer Emergency Response 
Team (LaoCERT)

COMBATING CYBERCRIMES 

11.40	 COMBATING CYBERCRIMES ACROSS ASEAN
	■ ASEANAPOL role in assisting with combating cybercrimes
	■ Importance of international collaboration to help with detecting 

cybercrimes
	■ Threat intelligence developments to combat cybercrimes

Dr. Bakri Zainal Abidin, Director for Police Services, ASEANAPOL

12.20	 NETWORKING LUNCH BREAK

13.20	 INTERPOL ASSISTING NATIONS COMBAT CYBERCRIMES
	■ Overview of the work Interpol are doing in South-East Asia
	■ Current cybercrimes seen – Interpol response and assistance
	■ What is needed next?

Pei Ling Lee, Head, Cyber Strategy and Capabilities Development, 
Interpol

14.00	 PROTECTING THE ISLANDS OF FIJI FROM CYBER-ATTACKS
	■ Overview of cybercrimes faced in Fiji
	■ Current cyber security infrastructure 
	■ Police response to a cyber-attack and cooperation with other 

agencies
Jemesa Lave Robarobalevu, Digital Forensics and Cybercrimes 
Advisor, National Police Department, Fiji

14.40	 NETWORKING COFFEE BREAK

15.20	 SABAH STATE CYBERCRIME RESILIENCE 
	■ Current cybercrimes seen in Sabah
	■ Current procedures to counter a cyber threat
	■ Case studies of recent cybercrimes and response

Ebenezer Godomon, Head of Cyber Security, Sabah State Computer 
Services Department 

15.50	 RESEARCH AND COLLABORATION TO ASSIST IN  
	 COMBATING CYBERCRIMES IN THAILAND

	■ Overview of NECTEC
	■ Current research projects to counter future sophisticated cyber-

attacks
	■ Combating cybercrimes in Thailand
	■ Cooperation with national agencies to assist with combating 

cybercrimes
Chalee Vorakulpipat, Head of Cybersecurity Laboratory, National 
Electronics and Computer Technology Center (NECTEC), Thailand

16.30	 CHAIRMAN’S CLOSING REMARKS
Budi Rahardjo, President, Indonesia Computer Emergency 
Response Team (ID-CERT)
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Delegate Booking Form

Military / 
Government, 
Public Sector 
Rate

Complete the form below or

Private 
Sector 
Rate

Two Day Conference & Exhibition

Two Day Conference & Exhibition PLUS Workshop

Two Day Conference & Exhibition

Two Day Conference & Exhibition PLUS Workshop

Cost Please tick

Delegate Details

Data Protection

Terms & Conditions

Venue & Accomodation Payment Details Additional Notes

800 USD

1,600 USD

1,000 USD

2,000 USD

Title/Rank: Tel: 

First Name: Fax: 

Surname: Email: 

Job Title:

Company:

Address:

Signature: Date:

Please tick the box below if you 
are happy for us to share your 
email address with the event 
sponsors and exhibitors post 
event.
I am happy for you to share my 
email address with  
the sponsors/exhibitors 

Payments - All bookings made prior to the conference must be 
paid in full to guarantee registration. Once payment has been 
received, an email confirmation and a receipted invoice will be 
sent. If payment is not made at the time of booking, registration 
will be provisional. Bookings received less than two weeks 
before the conference date can only be paid by credit card.

Early Bird Rate - In order to qualify for any ‘early bird’ rates, 
booking must be received before the deadline date listed in 
the conference marketing material.

Substitutions & Cancellations - Delegates may nominate 
an alternative person from their organisation to attend 
up to 24 hours prior to the start of the event, at no extra 
charge. Should substitution not be possible, cancellation 
charges apply as follows:    8 weeks or more prior to start of 
event: 10% of the delegate fee , 4 to 8 weeks prior to start 
of event: 50% of the delegate fee , 4 weeks or less prior to 
start of event: 100% of the delegate fee. All substitutions and 
cancellations must be received in writing

Access Requirements - Delegates should advise of any 
special access requirements at the time of registration. 
Registration Information - Registration information will be 
sent to registered delegates by email at least seven days 
prior to the event. Any delegate not receiving the registration 
information should contact us by email to events@
intelligence-sec.com

Alterations to Programme - Cancellation/Postponement of 
Event - Intelligence-Sec reserves the right to make alterations 
to the conference programme, venue and timings.

In the unlikely event of the programme being cancelled 
by Intelligence-Sec, a full refund will be made. Liability will 
be limited to the amount of the fee paid by the delegate. 
In the event of it being found necessary, for whatever 
reason, that the conference is being postponed or the dates 
being changed, the organisers shall not be liable for any 
expenditure, damage or loss incurred by the delegate. If 
by re-arrangement or postponement the event can take 
place, the booking between the delegate and the organisers 
shall remain in force and will be subject to the cancellation 
schedule in paragraph 3

Speakers - Views expressed by speakers are their own. 
Intelligence-Sec cannot accept liability for advice given, or 
views expressed, by any speaker at the conference or in any 
material provided to delegates.

Photography & Filming - For promotional purposes, there 
may be a professional photographer and video production 
taking place during the conference. Delegates who do not 
wish to be filmed or recorded should advise the organisers 
by email to events@intelligence-sec.com prior to the event.

Data Protection - By submitting registration details, 
delegates agree to allow Intelligence-Sec and companies 
associated with the conference to contact them regarding 
their services. Delegates who do not wish to receive such 
communications please email events@intelligence-sec.com. 
The contact details of registered delegates will be placed 
on the attendee list which will be passed to sponsoring 
companies and to all attendees for them to see who is at 
the conference for the purpose of networking and meetings. 
Delegates who do not wish to be included on this list should 
advise at the time of booking.

Websites & Links - The conference and associated 
Intelligence-Sec websites may link to other websites and 
networking tools provided for the convenience of the users. 
The contents of these websites are maintained by their 
owners, for which Intelligence-Sec takes no responsibility. 
Neither can responsibility be taken for contents of any 
website linking to this website.

Insurance - It is the responsibility of the delegate to arrange 
appropriate insurance cover in connection with their 
attendance at the conference. Intelligence-Sec cannot be held 
liable for any loss, liability or damage to personal property. 

If you have any questions about these Terms & Conditions, 
please contact – events@intelligence-sec.com

Hotel Name:  
Dusit Thani Manila Hotel
Ayala Center, 1223 Makati 
City, Metro Manila
Please tick here if you would 
us to contact you to  
book your  
accommodation 

Wire Transfer:
Barclays, 16  High Street North,  
Dunstable, Bedfordshire,  
LU6  1JZ, UK 
Sort Code: 20 55 33  
Account Number: 53554104 
Debit/Credit Card Book Online

BOOK ONLINE

https://www.tickettailor.com/events/intelligencesec/955547
https://www.tickettailor.com/events/intelligencesec/955547
https://www.tickettailor.com/events/intelligencesec/955547
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